
Case studies: What can go wrong?

How to besiege a TEE fortress?

Reusable artifact on GitHub

Wash your hands before entering the enclave!

Is your enclave runtime vulnerable?x87 floating point unit control word
(cf. SSE mxcsr, RISC-V fcsr, ARM fpcsr) 
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Key insight: Sanitization responsibilities split across ABI and 

API tiers: machine state vs. higher-level programming language.

https://github.com/fritzalder/faulty-point-unit
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