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 https://github.com/pandora-tee

 Transparent input sanitation on enclave entry/exit
 Low-level initialization and relocation

Prior work: 
Selected apps on 
Intel SDK

Pandora:  Wide-
range analysis of 
SGX shielding 
runtimes

 4 plugins
 11 runtimes

 > 200 new 
and 69 
reproduced 
vulnerability 
instances

 7 CVEs

https://github.com/pandora-tee
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